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Abstract of the contribution: This contribution proposes an update to solution#19 on support of standalone IMS data channel.
1 Introduction
We propose an update to solution#19 to support standalone IMS data channel sessions.
2	Proposal
[bookmark: _Hlk513714389]It is proposed to add following text to TR 23.700-77.
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6.19	Solution #19: Standalone IMS Data Channel Ddecoupled from Multimedia Telephony
6.19.1	Description
This clause provides a solution for Key Issue #6 on Support of Standalone IMS Data Channel.
The solution uses the functional entities supporting the IMS data channel as specified in TS 23.228 [5] as the basis and decouples the data channel from the a MMTel session.
Main principles of this solution are:
-	The standalone IMS data channel is considered a dedicated IMS communication service identified by an IMS communication service identifier, which can be used outside an MMTel session. This simplifies the call establishment, as MMTel related services need not be executed during session establishment.
NOTE 1:	Defining Definition of thea new IMS communication service identifier for standalone IMS data channel service is up to stage 3.
-	The standalone IMS data channel can be used for standalone applications that do not require a MMTel session or can be used without any voice or video communication between the connected parties (e.g., two users playing a game with each other).
-	UE and IMS network negotiate support of standalone IMS data channel service during IMS registration of the UE.
-	The UE establishes an IMS session for a standalone bootstrap data channel, standalone application data channel or a combination of standalone bootstrap data channel and standalone application data channel(s). Simplified call establishment procedures may be applied as there is no need to use SIP preconditions.
-	Standalone applications can be downloaded by the UE via a bootstrap data channel (either standalone bootstrap DC or bootstrap DC in association with a MMTel session) or via other means, e.g. from an operator Web page.
NOTE 2:	How the UE can download applications outside a bootstrap data channel is not in 3GPP scope.
-	During IMS session establishment for a standalone data channel the IMS network checks whether the UE is allowed to use the standalone IMS data channel service.
-	Standalone IMS data channel sessions use SIP session timer as per RFC 4028 [20] to avoid hanging resources in the UE and the network. Usage of SIP session timer in IMS is specified in TS 24.229 [10].
-	The standalone IMS data channel session is terminated by the existing session release procedure specified in TS 23.228 [5]. The session release may be triggered by the expiry of the session timer or by sending a SIP BYE request.
-	Standalone IMS data channel sessions and MMTel sessions can co-exist independently.
-	Standalone IMS data channel sessions cannot be modified to include MMTel services. The UE can at any time establish an additional IMS session for voice/video including IMS data channel as per existing procedures in TS 23.228 [5].
Editor's note:	How the UE can indicate its desire to establish a standalone IMS DC is FFS.
6.19.2	Procedures
6.19.2.1 Capability Negotiation
The IMS network and the UE mutually negotiate the capability of supporting standalone IMS data channel service when a UE registers to the IMS network.
When the UE supporting standalone IMS data channel service registers to the IMS network, and the UE is configured to use standalone IMS DC, it includes a media feature tag in the Contact header field of the initial REGISTER request and any subsequent REGISTER request to allow the home IMS network to discover its standalone IMS data channel capability. The UE can be configured to use standalone IMS DC via OMA DM or in the UICC.
NOTE:	Definition of the corresponding media feature tag will be part of the normative work.
If the IMS network supports standalone IMS data channel, and the UE is allowed to use standalone IMS DC, the S-CSCF includes a Feature-Caps header field indicating its data channel capability in the 200 OK response to the initial and any subsequent REGISTER request, which is used by the UE to discover the standalone IMS data channel capability of its home IMS network.
When the UE supporting IMS data channel initiates an IMS session for a standalone IMS DC, it shall include the appropriate ICSI, and media feature tag in the Contact header field of the initial INVITE and any re-INVITE message.
6.19.2.2 Establishment of an IMS Session with Standalone Bootstrap Data Channel
The establishment of standalone bootstrap data channel follows the non-standalone bootstrap data channel establishment procedure as defined in TS 23.228 [5], clause AC.7.1-1, but with the following modifications:
-	The UE provides only data channel media information in the SDP of the initial SIP INVITE, but no audio/video media.
-	The UE indicates a specific PSI used for standalone bootstrap data channel as Request URI in the SIP INVITE message. The PSI is configured on the UE.
NOTE:	How the UE decides to setup a standalone bootstrap data channel depends on implementation.
6.19.2.31 Establishment of an IMS Ssession with Sstandalone P2P Application Data Channel
Figure 6.19.2.31-1 depicts a signalling flow for establishing a standalone application data channel in a person-to-person use case. In this scenario, the MF is not used to anchor the application data channel.
In the call flow, it is assumed that the originating UEs hasve already either established a bootstrap data channel, for example during an MMTel session or a standalone bootstrap data channel or can download the application via other means, e.g., from an operator Web page. The call flow follows similar principles as the call flow in TS 23.228 [5], clause AC.7.2.1-1.




 
Figure 6.19.2.31-1: Procedure to establish a standalone P2P application data channel
The procedure assumes that the UE is successfully IMS registered and both UE and IMS network support standalone IMS data channel. The steps in the call flow are as follows:
1.	UE#1 sends a SIP INVITE request with an SDP relateding to the standalone IMS DC to the IMS AS, through originating network P-CSCF and S-CSCF. UE#1 indicates its desire to use standalone data channel by providing the respective IMS communication service identifier in the SIP INVITE. The SDP contains the requested application data channel or combined bootstrap and application data channel and optionally the associated DC application binding information, according to TS 26.114 [6]. As part of the binding information the SDP offer from UE#1 includes an "a=3gpp-req-app" attribute with a "req-app-id" parameter encoded as a string to identify the requesting application as part of the media description. The network deployment should ensure that the identification is sufficiently unique to avoid ambiguity. UE#1 and originating IMS network using SIP session timer per RFC 4028 [20] for the IMS session.
2.	The IMS AS checks whether the user is allowed to use standalone IMS DC service, e.g. based on the provided IMS communication service identifier (ICSI), and whether the request event should be notified to the DCSF.
3.	The IMS AS notifies the DCSF of the request event.
4.	After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment request based on the related parameters (i.e. associated DC application binding information) in the notification and/or DCSF service specific policy.
5.	The DCSF determines that the added application data channel media descriptor does not require anchoring the DC on the local MF or MRF. Based on the "req-app-id" parameter the DCSF creates an application URL that allows the UE#2 to download the application. The "req-app-id" can be already defined in the format of a URL. In this case the application URL can be identical to the "req-app-id" parameter.
6.	The DCSF responds to the notification received in step 3. The response contains the application URL created by the DCSF.
7-8.	The IMS AS sends the INVITE to the originating S-CSCF, which forwards it to the terminating network side and UE#2. The IMS AS provides the application URL in the SDP offer of the INVITE. The application URL can be provided in an SDP a-line or as "req-app-id" parameter. In the latter case an extra parameter indicates to UE#2 whether the application can be downloaded using the URL stored in the "req-app-id" parameter.
NOTE 1:	How the application URL is encoded in SDP (when needed) is defined by SA4.
9-11.	UE#2 and terminating network return a 200 OK response with SDP answer for standalone application data channel or combined standalone bootstrap and application data channel to the originating network. Based on the received DC application binding information in the SDP offer of the INVITE, UE#2 may need to download the corresponding DC application signalled in the SDP offer, if not done in an earlier stage and associate it with the requested application data channel. The UE#2 can use the provided application URL to download the application. UE#2 and terminating IMS network using SIP session timer per RFC 4028 [20] for the IMS session.
NOTE 12:	The UE at the terminating side is capable to determine to use the DC application based on the received DC application binding information.
NOTE 23:	The UE#2 can download the application based on the received DC application binding information by means outside the scope of 3GPP (e.g., downloading from an operator Web page using HTTP).
Editor's note:	How the UE#2 can download the application based on the received binding information is FFS.
12.	IMS AS notifies the DCSF of the successful session establishment.
13.	DCSF responds to the notification received in Sstep  12.
14-15.	The 200 OK response is sent to the originating S-CSCF and P-CSCF.
16.	The originating network P-CSCF executes the QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
17.	P-CSCF returns the 200 OK response to UE#1.
18.	UE#1 sends ACK to UE#2 via the session control path.
19.	The application data channel between UE#1 and UE#2 is established. In this example, it is not anchored in MF/MRF. It is used to transmit application data.
20. When the application data channel is not needed any longer, it is terminated by existing session termination procedures. The application data channel may also be terminated in the UEs and IMS networks when the SIP session timers expire.
Editor's note:	Other procedures are for FFS.
[bookmark: _Toc157759542]6.19.2.4 Establishment of an IMS Session with Standalone P2A2P Application Data Channel
Figure 6.19.2.4-1 depicts a signalling flow for establishing a standalone application data channel in a person-to-application-to-person use case. In this scenario, the MF is used to anchor the application data channel.
In the call flow, it is assumed that the originating UE has either established a bootstrap data channel, for example during an MMTel session or a standalone bootstrap data channel or can download the application via other means, e.g., from an operator Web page. The call flow follows similar principles as the call flow in TS 23.228 [5], clause AC.7.2.3-1.

 
Figure 6.19.2.4-1: Procedure to establish a standalone P2A2P application data channel
The procedure assumes that the UE is successfully IMS registered and both UE and IMS network support standalone IMS data channel. The steps in the call flow are as follows:
1.	UE#1 sends SIP re-INVITE request with an updated SDP related to the standalone IMS DC to the IMS AS, through originating network P-CSCF and S-CSCF. UE#1 indicates its desire to use standalone data channel by providing the respective IMS communication service identifier in the SIP INVITE. The SDP contains the application data channel information and associated DC application binding information, according to TS 26.114 [6]. As part of the binding information the SDP offer from UE#1 includes an "a=3gpp-req-app" attribute with a "req-app-id" parameter encoded as a string to identify the requesting application as part of the media description. The network deployment should ensure that the identification is sufficiently unique to avoid ambiguity. UE#1 and originating IMS network using SIP session timer per RFC 4028 [20] for the IMS session.
2.	IMS AS validates the data channel media description information and/or user subscription data, checks whether the user is allowed to use standalone IMS DC server, e.g. based on the provided IMS communication service identifier (ICSI), and whether the DCSF needs to be notified.
3.	IMS AS selects and notifies the DCSF about the call event and data channel establishment request.
4.	The DCSF determines how to process the application data channel establishment request based on the parameters (i.e. associated DC application binding information) in the notification from IMS AS and/or DCSF service specific policy.
5.	DCSF determines that the added application data channel media in the SDP offer requires the DC Application Server is the endpoint for both originating and terminating UE and that the application DC must be anchored at the MF. Based on the "req-app-id" parameter the DCSF creates an application URL that allows the UE#2 to download the application. The "req-app-id" can be already defined in the format of a URL. In this case the application URL can be identical to the "req-app-id" parameter. DCSF communicates with the DC Application Server for DC resource control. Once the application data channel is established, the DC Application Server will send/receive traffic to/from UE#1 through the MDC2 interface.
NOTE 1:	Details on how the DCSF communicates with the DC Application Server are out of scope of this release.
6.	DCSF invokes Nimsas_MediaControl service to send data channel control request to IMS AS, including information how to relay data channel media via the MDC2 interface.
7.	IMS AS reserves data channel media resources at the MF via DC2 based on the DC media information received from DCSF. These requests by the IMS AS, are used to create two associated resources (one for the originating UE, and one for the terminating UE) in the MF.
8.	IMS AS notifies the DCSF about MediaControl instruction control response.
9.	DCSF communicates with the DC Application Server for DC resource control and provides information on data channel media resources reserved at the MF.
10.	The DCSF stores the media resource information and replies to the Nimsas notification request. The response contains the application URL created by the DCSF.
11-12.	IMS AS sends re-INVITE to the originating S-CSCF and then to the terminating side network and UE#2. The IMS AS provides the application URL in the SDP offer of the INVITE. The application URL can be provided in an SDP a-line or as "req-app-id" parameter. In the latter case an extra parameter indicates to UE#2 whether the application can be downloaded using the URL stored in the "req-app-id" parameter.
NOTE 2:	How the application URL is encoded in SDP (when needed) is defined by SA4.
13-16.	UE#2 and terminating network return 200 OK with SDP answer for standalone application data channel to the originating network. The terminating network P-CSCF executes QoS procedure for application data channel media based on the SDP in the 200 OK. Based on the received DC application binding information in the re-INVITE, UE#2 may need to download the corresponding DC application signalled in the SDP offer, if not done in an earlier stage and associate it with the requested application DC. The UE#2 can use the provided application URL to download the application. UE#2 and terminating IMS network using SIP session timer per RFC 4028 [20] for the IMS session.
NOTE 3:	The UE at the terminating side is capable to determine to use the DC application based on the received DC application binding information.
NOTE 4:	The UE#2 can download the application by means outside the scope of 3GPP (e.g., downloading from an operator Web page using HTTP).
17.	IMS AS notifies the DCSF about the successful result of the MediaChangeRequest event.
18.	DCSF updates media resources in the MF via IMS AS.
19.	DCSF replies to the notification received in step 17.
20-21.	The IMS AS includes SDP answer for standalone application data channel to UE#1 in 200 OK and sends 200 OK to S-CSCF and P-CSCF.
22.	The originating network P-CSCF executes QoS procedure for standalone application data channel media based on the SDP in the 200 OK.
23.	P-CSCF returns the 200 OK to UE#1.
24.	UE#1 sends ACK to the terminating network.
25.	The standalone application data channel between UE#1 and DC Application Server is established via MF. MF forwards data channel traffic between UE#1 and DC Application Server via MDC2.
26.	The standalone application data channel between UE#2 and DC Application Server is established via MF. MF or MRF forwards data channel traffic between UE#2 and DC Application Server via MDC2.
27. When the standalone application data channel is not needed any longer, it is terminated by existing session termination procedures. The standalone application data channel may also be terminated in the UEs and IMS networks when the SIP session timers expire.
6.19.3	Services
6.19.3.1 Enhancement to IMS AS services
Based on clause AA.2.4.2.2 of TS 23.228 [5], the following information for the Nimsas_SessionEventControl_Notify’s required input is added:
-	Application URL. This is the URL that the terminating UE will use to download the application.
6.19.43	Impacts on Eexisting Nnodes and Ffunctionality
Impacted nodes and functionality are listed as follows:
-	UE: Ssupport standalone IMS data channel and SIP session timer per RFC 4028 [20]. Download DC application via bootstrap DC or via other means (e.g., operator Web page) by using the provided application URL. Can be configured to use standalone IMS DC via OMA DM or in the UICC.
-	IMS AS: Ssupport standalone IMS data channel and SIP session timer per RFC 4028 [20]. Insert application URL provided by DCSF into SDP offer towards terminating side.
-	DCSF: Ssupport standalone IMS data channel (standalone bootstrap DC, standalone application DC and standalone combined bootstrap/application DC). Translate binding information into an application URL and provide it to the IMS AS.
-	S-CSCF: Support capability negotiation with UE for support of standalone IMS DC.
Editor's note:	Further details on impacted nodes and functionality are for FFS.

* * * * End of changes * * * *
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